

**Your Safety Is Our Concern**

**Here to guide you through a safe journey while having the world at your finger tips!**

****



1. Never give out any of your personal information name, address, phone number or your parents’ information such as their work number or address without parent permission.

2. Tell parents right away if something makes you feel uncomfortable.

3. Never agree to meet with someone you meet online without parental permission and if you do have permission always meet in a public place with your parents.

4. Never share a personal picture without your parents’ permission.

5. Never respond to any mean messages that make you feel uncomfortable, report this to your parents.

6. Get with your parents and set up rules for going online, time of day, length of time, and safe websites you can visit.

<http://www.fema.gov/kids/on_safety.htm>l

Staying safe online is very important. This brochure will help give you some guide lines to ensure enjoyable internet use while remaining safe.

Phishing… A scam in which a perpetrator sends an official-looking e-mail attempting to obtain personal and financial information.

* They will ask for personal information in the reply.
* Some direct you to a phony Web site that collects the information!

 http://www.learnthenet.com/english/html/80phish.htm

.

**Don’t get caught in the scams! There is some tempting bait to bite!!!**



**Phishing on the Rise….**
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